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Assignee: % Done: 0%
Category: Email receiving Estimated time: 0.00 hour
Target version:

Resolution: Affected version:

Description

Hello,

Working on Redmine version 4.2.11.stable

I'm getting the following error when authorizing the incoming mail server.
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Despite having the certificates & client secrets set up as follow and added in Redmine's auth configuration:

Home > App registrations > Redmine Outlook plugin Test

—- Redmine Outlook plugin Test | APl permissions =

/2 Search | « C) Refresh >’J\j Got feedback?
B Overview
Quickstart Configured permissions

# " Integration assistant

K Diagnose and solve problems

+ Add a permission ~" Grant admin consent for Goelett

Manage
APl / Permissions name

Branding & properties

N/ Microsoft Graph (2)
3) Authentication

Mail.Send
Certificates & secrets

. User.Read
I} Token configuration

Home > App registrations >

22 Redmine Outlook plugin Test =

‘;; Search | « E Delete @ Endpoints

B Overview
Quickstart

#" Integration assistant  [Essentials

#. Diagnose and solve problems Display name

Manage Application (client) ID

Object ID
B2 Branding & properties
Directory (tenant) ID
2) Authenticati
D Authentication Supported account types
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Type Description

Delegated  Send mail as a user

Delegated  Sign in and read user profile

Preview features

: Redmine Outlook plugin Test

: 6382a7be-a728-42d3-8322-812badd 17183
: Oc%e2f69-a2e7-42ac-bedf-2ed5fab274c
: 85286996-c3fc-42a8-80a7-0e9f49f4f40b

: Multiple organizations

Admin consent requ...

No

No

0 Got a second? We would love your feedback on Microsoft identity platform (previously Azure AD for developer). —

Client credentials
Redirect URIs

Application ID URI

Managed application in I...

Applications are authorized to call APIs when they are granted permissions by users/admins as part of the consent process. The list of configured permissions should include
all the permissions the application needs. Learn more about permissions and consent

Status

@ Granted for Goelett

0 Granted for Goelett
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: Add an Application |D UR|
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Home > App registrations > Redmine Outlook plugin Test

- Redmine Outlook plugin Test | APl permissions =

|P Search | « () Refresh & Got feedback?
B Overview
& Quickstart Configured permissions

# Integration assistant

K Diagnose and solve problems

Manage

B Branding & properties

3) Authentication
Certificates & secrets

AlUtFERIEATGHS

Applications are authorized to call APIs when they are granted permissions by users/admins as part of the consent process. The list of configured permissions should include

all the permissions the application needs. Learn more about permissions and consent

- Add 2 permission  ~ Grant admin consent for Goelett

API / Permissions name Type Description Admin consent requ...
v/ Microsoft Graph (2)

Mail.Send Delegated  Send mail as a user No

User.Read Delegated  Sign in and read user profile No

jon's redirect URI is also added

Home > App registrations > Redmine Outlook plugin Test

o) Redmine Outlook plugin Test | Authentication =

‘,C Search

| « &7 Got feedback?

B Overview

#5 Quickstart

# Integration assistant

# Diagnose and solve problems

Manage

B Branding & properties

3) Authentication
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Il Token configuration
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Support + Troubleshooting
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Platform configurations

Depending on the platform or device this application is targeting, additional configuration may be required such as
redirect URIs, specific authentication settings, or fields specific to the platform.

- Add a platform

Web
Redirect URIs

Status

@ Granted for Goelett aes

@ Granted for Goelett wee
Quickstart  Docs' [E

The URIs we will accept as destinations when returning authentication responses (tokens) after successfully authenticating or signing out users. The redirect
URI you send in the request to the login server should match one listed here. Also referred to as reply URLs. Learn more about Redirect URIs and their

restrictionsf!
https://collab.cdsgroupe.com/helpdesk_oauth/resp

Add URI

Front-channel logout URL

This is where we send a request to have the application clear the user's session data. This is required for single sign-out to
work correctly.

e.g. https://example.com/logout v

Implicit grant and hybrid flows

Request a token directly from the authorization endpoint. If the application has a single-page architecture (SPA) and
doesn't use the authorization code flow, or if it invokes a web APl via JavaScript, select both access tokens and 1D tokens.
For ASP.NET Core web apps and other web apps that use hybrid authentication, select only ID tokens. Learn more about
tokens.

Select the tokens you would like to be issued by the authorization endpoint:

\:| Access tokens (used for implicit flows)
\:| |D tokens {used for implicit and hybrid flows)

Supported account types

Whao can use this application or access this API?

O Accounts in this arganizational directory only (Goelett only - Single tenant)

@ Accounts in any organizational directory (Any Microsoft Entra D tenant - Multitenant)

If | forgot anything please let me know but it looks like the feature is missing or not working.

History

#1 - 2025-02-15 09:12 - Go MAEDA

- Category set to Email receiving

Files

2025-05-03
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