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Description

Hello,

I recently installed Redmine on Red Hat 8.10 and would like to request assistance setting it up to use HTTPS instead of the default

HTTP protocol. Additionally, I would appreciate guidance on enabling SSL encryption for Redmine.
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This is how I run the redmine:

bundle exec rails server -b 172.28.253.14 -e production

Thank you for your assistance.

History

#1 - 2025-05-22 15:23 - Holger Just

- Status changed from New to Closed

- Resolution set to Invalid

This is not a defect in Redmine. Please use the forums for questions about administrating or using Redmine.

As for your question: while you can configure Puma to offer TLS directly, a more common setup is to setup a webserver (such as nginx or Apache) in

front of your Redmine to provide the TLS termination and handle static files. Any dynamic requests would then be proxies to the running Redmine

process (Puma in your case). There are a wide variety of guides available for that.
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